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Весной 2020 года во всём мире сложилась чрезвычайная ситуация, связанная с появлением новой коронавирусной инфекцией (COVID-19). Указом Президента РФ от 02.04.2020 № 239 «О мерах по обеспечению санитарно-эпидемиологического благополучия населения на территории Российской Федерации в связи с распространением новой коронавирусной инфекции (COVID-19)»[[1]](#footnote-1) на всей территории Российской Федерации был введен так называемый «режим самоизоляции» принуждающий граждан Российской Федерации находиться в пределах своего дома, чем не смогли не воспользоваться преступники, специализирующиеся на преступлениях в сети Интернет. Сложность обстановки в условии «режима самоизоляции» незамедлительно установила «новые правила игры», а именно обеспечение в условиях карантинных мероприятий, «удалённой работы» многих сфер деятельности: образования, здравоохранения, экономики и государственного управления с использованием элементов искусственного интеллекта, непреднамеренно оказывая влияние на рост компьютерных преступлений и создание благоприятной среды для активизации деятельности преступного сегмента в сфере IT-технологий.

«Новые информационные технологии, в основе которых лежит широкое использование компьютерной техники и средств коммуникаций, оптимизации и автоматизации процессов во всех без исключения сферах жизнедеятельности, привели, вместе с этим, к нивелированию границ и переплетению национальных экономик и национальных инфраструктур стран мира. Более того, указанные тенденции привели к формированию единого мирового информационного пространства, где каждый может получить доступ к любой информации в любой точке планеты, осуществлять дистанционно управление собственными активами и активами компании, заключать хозяйственные договора с иностранными субъектами хозяйствования без необходимости личного контакта и т.д».[[2]](#footnote-2)

«В этих условиях нельзя не согласиться с Россинской Е.Р. и Рядовским И.А., что «лавинообразно возрастающий процесс цифровизации, проникнове­ние современных компьютерных технологий практически во все сферы чело­веческой деятельности: в экономическую, социальную, управленческую, культурную и другие существенно повлиял на жизнь социума, в том числе, не смог не затронуть и судопроизводство, оказав огромное влияние на видоизме­нение преступной деятельности в целом»[[3]](#footnote-3).

«Особенность компьютерных преступлений заключается в том, что в условиях информационно-технологического прогресса они динамично разви­ваются, интегрируя ставшие уже привычными для общества «традиционные» преступления (кражи, вымогательства, шантаж, мошенничество) и совер­шенно новые способы совершения противоправных действий, но мотив кибер­преступников остался прежним: кража денег или информации, которую можно продать, но они приобрели новую «упаковку», адаптированную под ак­туальную повестку дня: продажа поддельных сертификатов о вакцинации в сети Интернет, рассылка SMS-сообщений о штрафах за нарушение режима са­моизоляции и другие. В связи с этим, обеспечение информационной безопас­ности российского общества в условиях массовой цифровизации в Российской Федерации стало еще более актуальным»[[4]](#footnote-4).

«Так, по данным МВД РФ, в 2019 году рост IT-преступности составил 68% по сравнению с 2018 годом – 15% от общего количества преступлений, а в 2020 году только за первые 7 месяцев преступность с использованием IT-технологий выросла на 91,7% по сравнению с аналогичным периодом прошлого года, составив 23% от общего количества преступлений (см. Диаграмму 1.1)»[[5]](#footnote-5).

«Диаграмма 1.1. – «Преступления с использованием IT-технологий в период с 2018-2020 годы»



Подобная динамика объясняется тем, что в период режима самоизоляции трансформация общественной жизни повысила угрозу информационной безопасности граждан и рост компьютерной преступности, поскольку люди, ранее не планирующие осваивать современные цифровые технологии, были вынуждены интегрироваться в новую для них среду общения. Появилось большое число пользователей среднего и старшего поколения, оказавшегося в условиях режима самоизоляции, вынужденных осваивать новые информационные технологии для сохранения связи с миром, сохранения работы и самообеспечения. С учетом малого опыта работы в новой информационной среде, индивидуальных и возрастных факторов, указанные категории пользователей сети стали наиболее уязвимы для манипулирования ими и совершения противоправных действий с их участием.

«Н. Л. Денисов и Н. Ю. Ромашкина определили основные виды совер­шаемых преступных деяний в сфере информационных технологий:

1) совершение противоправного деяния в киберпространстве;

2) использование компьютерных систем или компьютерных сетей, а также иных средств доступа;

3) совершение преступления в рамках компьютерных систем или сетей;

4) направленность деяния против компьютерных сетей, компьютерных систем и компьютерных данных.

Из указанных видов в период распространения новой коронавирусной инфекции (COVID-19) произошел существенный рост преступлений первой группы»[[6]](#footnote-6).

Основные виды таких преступлений:

1. Мошенничество.

Одно из самых актуальных преступных деяний, совершаемые в период распространения пандемии.

С момента начала пандемии было зарегистрировано 1,7 тысячи ложных доменов, содержащих название портала «ГосУслуги»[[7]](#footnote-7), при этом 25% из них были зарегистрированы только за последние семь дней в первой половине апреля. В расчёте на то, что уровень правовой грамотности в Российской Федерации достаточно низкий, злоумышленники рассылают SMS-сообщения с предложением получить социальные выплаты и пособия от государства, при условии перехода по гиперссылке, указанной в SMS-сообщении, заполнить заявление на получение материальной помощи с указанием персональных данных и ввести реквизиты банковской карты, вплоть до СVC-кода[[8]](#footnote-8).

2. Противоправные действия с компьютерной информацией.

«ГСУ СК России по Санкт-Петербургу по поручению Председателя СК России Александра Бастрыкина проведена проверка по факту совершения противоправных действий при проведении дистанционного обучения школьников»[[9]](#footnote-9), по результатам которой возбуждено уголовное дело по признакам преступления, предусмотренного ч. 1 ст. 272 Уголовного кодекса Российской Федерации[[10]](#footnote-10) (далее – УК РФ) (неправомерный доступ к компьютерной информации). К срыву дистанционного обучения школьников может быть причастен пользователь сети «ВКонтакте», позиционируемый себя как «стример» (человек, занимающийся потоковой трансляцией видео в режиме реального времени). На канале «Russia Paver» на платформе YouTube были размещены видеозаписи, на которых блогер присоединялся к обучающим онлайн-трансляциям школьников, с целью сорвать проводимые учебные занятия.

3. Распространение заведомо ложной информации.

«Следственными органами Главного следственного управления Следственного комитета РФ по городу Москве расследовалось уголовное дело, предусмотренное ст. 207.1 УК РФ (публичное распространение заведомо ложной информации об обстоятельствах, представляющих угрозу жизни и безопасности граждан). Используя одну из социальных сетей, а также один из видеохостингов киберпреступники распространили под видом достоверной информации видеоролик под названием «гибнут лучшие», и том, что новая коронавирусная инфекция (COVID-19) в действительности не существует. Также в сети размещён видеоролик под названием: «Все больше больных идут на органы», в котором содержится заведомо ложная информация о том, что под видом борьбы с коронавирусной инфекцией производится массовое изъятие у здоровых людей внутренних органов и их последующая продажа для трансплантации»[[11]](#footnote-11).

Ряд отечественных исследователей выделяет основные факторы, определяющие возрастающую с каждым годом международную общественную опасность преступлений в «киберпространстве», а именно:

 1) галопирующую масштабность;

2) возрастающую латентность;

3) невозможность возмещения ущерба;

4) проблему выявления преступников;

5) широкий круг пользователей- распространителей информации.

«Так, по итогам 2022 года глобальная численность пользователей интернета составила более 5,8 млрд. человек. (см. Диаграмму 1.2)»[[12]](#footnote-12).

«Диаграмма 1.2. – «Динамика роста числа интернет-пользователей в период с 2010-2022 годы»



Сложившаяся обстановка в мире осложняется появлением и развитием новейших видов угроз в кибернетической сфере государств, а именно: масштабным распространением «спама»; преступным проникновением на сайты, содержащие, в том числе, личную информацию пользователей; полнейшую бесконтрольность обращаемой информации криминального характера и иное.

Полагаем, что при разработке мер пресечения подобного плана компьютерных преступлений государству необходимо разработать меры профилактического характера по их раннему предупреждению:

1) оптимизировать уголовно-правовые подходы;

2) усилить уголовно-правовую политику;

3) разработать комплекс специальных мер организационно-технического характера в условиях возможных новых всплесков пандемии;
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